
Multi-Factor Authentication (MFA) guide:

Set up MFA for an existing account.



Hover over “Login” for dropdown menu

Select your plan from provided list

Step #1



Click on “Log In to NPERS” link

Step #2

If you are a member of the school 
plan please skip to Step #3



Read note

Click “Continue”

Provide “Username”

Step #3



Read note

Provide your password

Click “Continue”

Step #4



Read note

You will see an instructional 
image that explains what to 

do on the next screen.

Click “Continue”

Step #5



Click “Sign up now”

Step #6



Click “Send verification code”

Provide “Email Address” in the space provided

Step #7

Once you have successfully set up MFA, 
this email address will be your new login ID 
and the old login ID will become obsolete.



Copy the verification code that is sent to your email inbox. (Check “junk mail” if needed)

Click “Verify code”

Step #8



Provide password and name in the spaces provided below

Click “Create”

• 8-16 Characters, and
Contains 3 out of 4 of the following:
• Uppercase letter
• Lowercase letter
• Number (0-9)
• Symbol - @ # $ % ^ & * - _ + = [ ] { } | \ : ‘ , ? / ` ~ “ ( ) ; .

PASSWORD COMPLEXITY REQUIREMENTS

Step #9

Once you have successfully set up MFA, 
this password will be your new password 

and the old password will become obsolete.



Provide phone number for authentication

Provide phone number here

Click on the “Country/Region” dropdown and select the appropriate country

“Send Code” option provides SMS (text message) authentication.

“Call Me” option provides automated phone call authentication.  
If you are using a land line, or a phone that can’t accept a text 
message, call me is the only option you can use.

Step #10



MFA set up successful!

Step #11


